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CYBERSECURITY TRAINING

TRAINING PROCESS

Technical Training

Incident Response Training �

Compliance Training  

Awareness Training 

Leadership Training

Develops technical skills related to cyber-
security tools, techniques, and technolo-
gies, such as vulnerability scanning, 
penetration testing, or incident response. 

Prepares to respond to cybersecurity 
incidents, including detection, contain-
ment, recovery, communication, and 
coordination with stakeholders. 

Helps meet regulatory requirements for 
cybersecurity, including data protection, 
industry standards, or internal security 
policies. 

Educates staff about cybersecurity risks 
such as phishing, password management, 
and social engineering tactics. 
 

For managers to make strategic cyber-
security risk decisions, incident 
response planning, and security gover-
nance. 

Enhance your organizational 
resilience against cyber 
threats with training by 
experts, not cartoons.
   
 

CYBERSECURITY 
AWARENESS

THREAT BRIEFINGS

Keep your IT and cyberse-
curity specialists on top of 

the latest threats impacting 
your industry and systems

   

TABLETOP EXERCISES

Test your incident response 
program and ensure you 

build the muscle memory 
to respond swiftly to 

minimize the impact of any 
breach

CAPABILITY PROGRAMS

Ensure your security team 
have core technical skills – 

from range design and 
automation to learning how 
to safely test live operation-

al networks

PURPLE TEAMING

Keep your cybersecurity 
team at the cutting edge 

with live-action programs 
designed to test and hone 

their detection and 
response capabilities
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